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POLITICA DE CIBERSEGURIDAD
KR SECURITY S.A.C

King Real Security S.A.C. Somos una empresa dedicada al Servicio de Vigilancia
Privada y Prevencién en cumplimiento de las normas y estdndar de seguridad SGCS-
BASC ha implementado la politica de prevencion para todo tipo de ataques de
ciberseguridad con la finalidad de mantener la integridad de sus procesos y la
infraestructura.

Reconocemos que los avances tecnoldgicos son herramientas de valor para efectuar
nuestros servicios por ello nos comprometemos a cumplir, promover y difundir entre
los colaboradores y partes interesadas las buenas prdcticas de prevencion de
ciberseguridad.

Con Respecto al objetivo de la politica de ciberseguridad es prevenir e identificar los
ataques cibernéticos por ello nos compromete en:

Establecer que la informacion vy los sistemas relacionados son activos criticos deben
protegerse para garantizar el buen funcionamiento de la empresa, los cuales
permitan promover los objetivos de nuestro SGCS BASC, ISO 9001:2015, ISO 37001:2016
e ISO 45000:2018.

Preservar la integridad de los recursos informdaticos en sus instalaciones y en los
equipos tecnoldgicos asignados a servicios en diferentes sedes y puestos de vigilancia
/ prevencion.

Administrar de manera efectiva la seguridad de la informacién procesada por los
sistemas informdticos de la empresa y los activos que participan en sus procesos.

Promover la cultura de la concientizacion y el reporte de amenazas cibernéticas,
manteniendo un equilibrio entre el nivel de riesgo y el uso eficiente de los recursos.

Cumplir con las leyes y reglamentos vigentes, los estdndares y normas internacionales
y regionales.

Esta Politica estd a disposicion de las partes interesadas, es revisada periddicamente
y difundida para su cumplimiento a todos los niveles de la organizacion.
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